|  |  |  |  |
| --- | --- | --- | --- |
| **S/W 신규 취약점 신고서** | | | |
| **계정주소** |  | **이메일** |  |
| **닉네임** |  | **웹사이트** |  |
| **<취약점 정보 활용 및 비밀유지>**  o 신고된 취약점은 포상 관련 평가, 취약점을 보완한 제품 개발(보안 업데이트 개발)을 위해 활용됩니다.  o 인센티브는 비공개 취약점을 대상으로 하며(공개된 취약점은 인센티브 대상에서 제외), 신고 후에도 보안 패치를 수행한 날로부터 90일(3개월) 이전에 그 어떠한 목적으로도 ㈜앤드어스를 제외한 제3자에게 공개할 수 없습니다.  o 신고서에 작성한 내용이 사실과 다르게 작성되거나, ㈜앤드어스를 제외한 제3자에게 취약점을 공개한 경우, 비밀유지 의무 등을 위반한 사실이 밝혀진 경우 다음과 같은 불이익을 당할 수 있습니다.  - 밝혀진 날로부터 1년 동안 평가 및 포상 대상에서 제외  **▷취약점 정보 활용 및 비밀유지 동의여부 동의 □ 미동의 □** | | | |
| **<개인정보 수집·이용 동의>**  o 개인정보 수집 이용 목적 : 신규 취약점 버그바운티 운영 및 인센티브 지급, 버그바운티 기여자 게시(닉네임 게시)  o 수집하는 개인정보 항목 : 계정주소, 이메일, 닉네임, 웹사이트 주소  o 보유 및 이용기간 : 취약점 발견 인원 게시판에 게시하는 것을 원치 않을 경우 1년 / 게시판 운영 종료 시 파기  o 개인정보의 수집·이용을 거부할 수 있으며, 이 경우 인센티브 지급, 취약점 발견 인원 게시 및 상위 신고자 선정 시, 불이익이 발생할 수 있음을 알려드립니다.  **▷개인정보 수집·이용 동의여부 동의 □ 미동의 □** | | | |

**<취약점 개요>**

|  |  |
| --- | --- |
| **취약점 제목** |  |
| **취약점 요약** |  |
| **취약한 S/W의 버전** |  |
| **취약점 발생환경** |  |

**<취약점 상세 설명>**

**1. 취약점 발견 방법**

**2. 취약점 발생원인**

**3. 취약점 증명 / 검증**

**4. 취약점 악용 시나리오**

**5. 조치 방안**

**6. 기타**